
M365 boasts over 250 million  
subscribers globally.

Whilst the adoption rate is impressive, many organisations 
simply activate the service, stick with default settings, and 
proceed with their tasks. 

They often overlook the fact that M365 is an ever-evolving 
platform, with features being added and removed regularly. 
What might have been an optimal setup before, may now have 
become suboptimal or even insecure, leaving your organisation 
open to cyber threats.

As organisations move towards the “zero trust” cyber security 
model, understanding and regularly assessing the configuration 
and security of platforms like M365 becomes vital. 

With our M365 Security & Compliance Assessment, our team 
of experienced Microsoft consultants offer a comprehensive 
audit of your M365 tenant. This audit comprises of a detailed 
configuration report, uncovering a security stance snapshot 
and a compliance status. 

Our expert consultants aim to ensure that you’re fully informed 
about potential data loss risks, security threats, and overall 
compliance. 

With the number of cyber-attacks increasing daily, are you 
confident you’ve secured M365 so that your data and reputation 
are protected?

That’s why NAK has developed our M365 Security & Compliance 
Assessment, to discover and highlight the degree of risk your 
organisation faces by using M365.

M365 Security & 
Compliance Assessment

What’s included
The service includes a full review  
of your M365 Tenancy:

The audit delivers:

•	 Identity & Access Management Posture
•	 Email Security Posture
•	 Backup Strategy
•	 Endpoint Management
•	 Antivirus & Malware Protection
•	 Pre-Remediation M365 Security Score
•	 Data Loss Prevention Posture

•	 Comprehensive Written Report
•	 Fully Costed Remediation Recommendations
•	 Optional Cyber Essentials Compliance Status
•	 Zero Trust Roadmap Position Statement

More than 90% of data breaches are the result of misconfigured or  
unsecured cloud services, and Microsoft 365 is no exception. 

Be proactive – secure your Microsoft 365 tenancy with a comprehensive  
security and compliance assessment from NAK.

Book your assessment today at nak.co.uk/m365/assessment



How it works

The NAK M365 Security & Compliance Assessment helps 
organisations like yours to understand the complex and 
everchanging world of Microsoft SaaS. 

We work with you to identify your concerns, goals and 
unique strategy, and use our best practice M365 deployment 
experience to uncover misconfigurations, missing information, 
security vulnerabilities and licence suitability.

We then deliver a fully comprehensive report of your M365 
tenant, detailing where remedial work is recommended  
and why. 

Each report is completely bespoke and includes a breakdown of 
effort to action the recommendations. But that’s no-obligation! 

Because M365 and the wider security landscape is constantly 
changing, we always include an offer of ongoing M365 
management and support to ensure best practice and 
compliance is maintained.
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Focusing on what’s important

WE ARE PERSONAL  
AND RESPONSIVE

WE ARE  
FLEXIBLE

WE ARE TRUE TO  
OUR VALUES

WE EMPOWER  
YOU

WE BRING REAL-WORLD 
EXPERIENCE

Northampton Head Office, Suite 2b, 300 Pavilion Drive, Northampton, NN4 7YE

0300 456 0471 nak.co.uk

What makes NAK different?

Handing over critical parts of your IT infrastructure 
or service delivery to an external provider can be an 
emotive process. You are looking for a partner not a 
supplier, you don’t want to change the way you work 
to fit into the rigid processes of an MSP, nor do you 
want a provider that puts contractual terms ahead of 
delivering the right outcomes. 

You will find NAK to be different. We are agile, ethical 
and focused. Our aim is to be a seamless extension of 
your team, bringing expertise, experience and scale. 
We take the time to get to know you, work your way, 
and together deliver the best possible IT services to 
your organisation.


